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SafeAtCity: A Guide to CFG’s Safeguarding Programme 

WHAT IS SAFEGUARDING? 
 
The term “Safeguarding” refers to an organisation’s operations aimed at fostering a 
safe and welcoming environment where everyone is respected and valued. 
Safeguarding is about making sure that any organisation: 

• Promotes the rights of, and acts in the best interests of, children and other 
vulnerable people in contact with the organisation. 

• Implements a range of practices that work together to prevent harm which 
could result from maltreatment, abuse, harassment, bullying and neglect 
towards vulnerable participants. 

• Responds safely and effectively if there is any genuine concern about a 
vulnerable person or the behaviour of someone towards them. 

 
Everyone within an organisation, and those in contact with the organisation, have a 
role to play in Safeguarding. This includes all staff, participants, supporters and 
families. Safeguarding should become part of everyday considerations and be a 
strategic priority for leadership, management, and an operational priority for 
managers and the operational workforce. Everyone within an organisation has a duty 
to listen, take Safeguarding seriously and report to authorities who can take 
appropriate action. 

 
Children and other vulnerable people are afforded protection through both 
international conventions and national and state law, but there are many other 
reasons why football organisations should develop effective Safeguarding practices, 
including: 

• To ensure participants feel safe, happy, respected and supported so they can 
grow, develop and achieve their potential. 

• To act responsibly and be trustworthy. 

• Football authorities led by FIFA and the regional federations (such as UEFA), 
expect that every football organisation - national federations and clubs - make 
Safeguarding a clear priority. 

• Maltreatment is not always visible and often not spoken about, so any 
individual must understand when and where they can raise a concern about 
their safety, well-being or dignity. 

DEFINITIONS 
 
The word “Safeguarding” may not be used in some territories, but instead be referred 
to as: 

• Protection of Minors 

• Child or Adult Protection 

• Child-Safe 

• Risk Management 

• Other 
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Child (or Children): 

• Any individual under the age of 18 

Other Vulnerable People: 

• Adults who have care and support needs as a result of additional vulnerability, 
including, but not limited to disability, intellectual vulnerability, mental health 
conditions, homelessness and drug addiction, and as such may be in receipt 
of state care and require additional support to participate in Club activity. 

• Different countries may use different terms in legal and regulatory settings, 
such as the UK who may use the term “Vulnerable Adult” or “Adult at Risk.” 

• This may also mean an adult who because of their situation (accident, injury 
or excess alcohol use) becomes vulnerable whilst in or under care. 

• We also consider that athletes, whether adults or children, may be vulnerable 
due to the dynamics of power and decision making that exists in sports 
settings. 

• CFG recognises that the legal position in respect of adults is complex, varies 
country to country, and any Safeguarding intervention may require the 
consent of the individual prior to any action being taken. 

WHAT IS SAFEATCITY? 
 
“SafeAtCity” is the name of City Football Group’s Safeguarding programme. This 
programme – which is a standardised and consistently applied framework – is 
supported by a team of experienced Safeguarding practitioners and is implemented 
across our CFG clubs and football-related businesses. 

SafeAtCity aims to develop, implement and embed a series of localised strategies 
and tactical processes in order to help promote and protect the rights, safety, dignity 
and well-being of any children and other vulnerable people who come into contact 
with our activities. 

 
The SafeAtCity programme: 

• Promotes safe and respectful environments. 

• Prevents harm, or risk of harm caused by abuse, harassment, neglect or 
issues relating to emotional well-being and mental health. 

• Prevents the impairment of growth and helps enable participants to develop 
and optimise their life chances. 

• Promotes awareness of Safeguarding and the related working practices 
across our workforce. 

• Enables appropriate responses to any Safeguarding concerns that may arise 
through our operations. 

 
SafeAtCity is built upon a delivery framework we call The 6’Cs: 

• Compliance 

• Checks 

• Courses 

• Conduct 
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• Concerns

• Communication

If the framework is implemented effectively, then these six (6) elements combine to 
create an organisational culture that puts Safeguarding as one of its highest 
priorities. 

HOW WE RESPOND TO CONCERNS 

Raising and reporting 

• Individuals should report via our Safeguarding Portal any/all concerns about
participants, workers or other vulnerable people if they could be at risk of
physical, emotional or sexual harm through the actions or inaction of others.

• Then, CFG’s global team of trained Safeguarding practitioners will respond
swiftly.

Handling sensitive information 

• All concerns reported to us are taken seriously and are handled with respect,
empathy, sensitivity and confidentiality.

• We also keep detailed Safeguarding records – carefully managed to meet
local privacy and data protection requirements – to ensure that we can assess
and manage risk and collaborate with the appropriate authorities.

Making contact with us 

• If you have a concern, please make contact with us at the earliest opportunity.

• You can submit any concerns via our Safeguarding Portal.

• You may contact the person in charge of the activity who will refer you to a
Safeguarding Officer.

• You can also send a confidential email to the relevant Safeguarding mailbox:

o Manchester City: safeatcity@mancity.com
o Melbourne City: safeatcity@melbournecityfc.com.au
o New York City: safeatcity@nycfc.com
o Girona: proteccionmenores@gironafc.cat
o Lommel SK: safeatlsk@lommelsk.be
o Palermo: tutela.minori@palermofc.com
o ESTAC: protection@estac.fr
o Mumbai City FC: safeatcity@mumbaicityfc.com
o Montevideo City Torque: safeguarding@montevideocitytorque.com
o All other clubs or operations (including Cityzens Giving or City Football

Education): safeatcity@cityfootball.com

Escalating a concern 
• To escalate a concern that has been reported locally and you remain

concerned or unsatisfied with the response, please
contact safeatcity@cityfootball.com.

• If you are then unsatisfied by the response to your concerns through your
home Club, or through CFG, you have the right to contact your national
football authorities or local government Child Protective Services.

mailto:safeatcity@mancity.com
mailto:safeatcity@melbournecityfc.com.au
mailto:safeatcity@nycfc.com
mailto:proteccionmenores@gironafc.cat
mailto:safeatlsk@lommelsk.be
mailto:tutela.minori@palermofc.com
mailto:protection@estac.fr
mailto:safeatcity@mumbaicityfc.com
mailto:safeguarding@montevideocitytorque.com
mailto:safeatcity@cityfootball.com
mailto:safeatcity@cityfootball.com
https://www.cityfootballgroup.com/information-resource/safeguarding/reporting-a-concern/
https://www.cityfootballgroup.com/information-resource/safeguarding/reporting-a-concern/
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PLEASE NOTE: WE WILL NOT RESPOND TO EMAILS THAT DO NOT RELATE 
TO GENUINE SAFEGUARDING OR CHILD/ADULT PROTECTION MATTERS 

Contacting the Police or Emergency Services 
• In an emergency, dial your emergency number for the police or medical 

services. This should be used if there is danger to life, risk of serious injury or 
a crime is in progress, about to happen, or has potentially taken place. 

• Any person witnessing such an incident should dial their national emergency 
services as they will be able to give the most accurate account of the incident. 
If the matter in not immediate, then the non-emergency contact for police 
should be used. 

Mulcahy Report: Non-Recent Abuse in Football 
• https://www.mancity.com/club/mulcahy-report  

 
CFG SAFEGUARDING POLICY 

 
We have developed and regularly maintain a robust CFG Safeguarding Policy that 
informs practice across the whole Group and commits each Club and business 
operation within the CFG Family to develop their own local Safeguarding policy to 
align with the global policy. 

This ensures each of our Clubs and other commercial or charitable operations 
adhere to a high-standard of our global mandatory requirements whilst also applying 
local law, regulations and expected practice. 

 
Each policy is made available to all staff and participants through each organisation's 
website. 

In the absence of a locally developed policy, the CFG Safeguarding Policy will apply 
by default. Clubs or business operations where CFG holds a minority shareholding 
are encouraged to apply these requirements. 

 
The current CFG policy can be requested here: safeatcity@cityfootball.com. 

 
The development of localised Safeguarding programmes across our portfolio is a key 
priority for the Group. While we recognise that each country, football federation, 
individual Club and programme partner are at different levels of maturity with their 
approach to Safeguarding, we have ten strategic Safeguarding priorities that remain 
consistent across our Group: 

1. Strengthen Safeguarding leadership and governance. 
2. Enhance the communication of our Safeguarding programmes to our 

stakeholders and how we listen to their wants and needs. 
3. Develop and continuously review, safe recruitment, onboarding and 

supervision of workers. 
4. Develop industry-leading Safeguarding education programmes. 
5. Reflect and respond on diversity and inclusion in and through our 

Safeguarding framework. 
6. Develop preventative practice requirements and guidance. 

http://www.mancity.com/club/mulcahy-report
mailto:safeatcity@cityfootball.com
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7. Develop or enhance organisational protection protocols and responses to 
concerns, complaints and incidents. 

8. Implement Safeguarding requirements into partnerships and related projects. 

9. Enhance our data management systems and ensure wider regulatory data 
and privacy compliance. 

10. Reflect on practice and continuous improvement. 
 
SAFER SCOUTING AND PLAYER RECRUITMENT 

CFG takes the safety and well-being of players very seriously. 

“Check out a scout” 

• CFG have scouts deployed across the globe. It is their role to identify players 
with potential to play at the highest levels in football. All of our scouts must 
adhere to a specific set of policies and procedures. 

• If you are concerned and feel you need to check out the validity of a scout or 
any company claiming to be working in partnership with us, send us an email 
and wait for a response BEFORE agreeing to anything, especially where any 
payment to an individual for a trial, or meeting in person, is concerned. 

• Do not trust any organisation that asks you for any payment in return for a trial 
with a CFG club. Note: some of our clubs charge a fee for academy and other 
training programmes - if at any stage you are worried please contact the Club 
directly. 

• Should you have any concerns relating to a scout through any media – social 
media, online gaming, a website, poster or activity – you can email 
safeatcity@cityfootball.com. This email address is to be used in relation to 
Safeguarding matters only; not to make a request for a trial. 

Appropriate checks, training and identification 

• Football scouts are required to meet strict rules set by the national football 
federations. Our scouts at CFG Clubs are carefully supervised and 
supported by our managers. 

• Where it is possible to do so, scouts will have had their backgrounds checked 
out using the criminal record checking processes available in the country 
where they are based. Our scouts will also have to complete a range of 
compulsory training courses to ensure that they meet all the relevant football 
regulations and are up to date with current good Safeguarding practice. 

• All our scouts are either permanent staff or are re-appointed each season as 
casual or volunteer workers. Some can be identified by the Club kit that they 
wear, but not all our scouts wear a uniform. All should carry an identity card 
which are usually renewed each season. 

“Bogus Scouts” 

• CFG is aware that there are individuals and companies who imitate or operate 
in a way that suggests they are working for, or linked to, CFG or one of our 
Clubs – when, in fact, they are not. We use the term Bogus Scouts to refer to 

mailto:safeatcity@cityfootball.com.This
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these individuals. There are several ways to identify a Bogus Scout. Often, 
they do things that a CFG scout would never do: 

o Ask for payment in return for trials or extra training or to cover 
insurance or medical fees or transport. 

o Ask for money in relation to arranging accommodation or even to move 
house. 

o Promise extra training in order to get you a trial. 
o Hold scruffy or old or odd-looking identification. 
o Hold a fake letter or form from a Club First Team Manager. 

o Approach you through social networking or online gaming (FIFA). 

Bogus trials and private football operators making false claims 

• Both CFG and Club management hear regularly of young players (or their 
parents) who have signed up to play at trial days that claim to be either taking 
place at an official Club training venue or have our scouts in attendance and 
share examples of players who have supposedly been signed to a Club after 
attending one of these days. These: 

o May look convincing and have high-quality publicity and online 
presence. 

o May have one of our Club badge(s), but are being used fraudulently. 
o Could use a generic email address (Gmail or Outlook). 
o Usually require you to register online with the company’s website. 
o Ask you for money at some point, usually upfront. 
o Will often not be there when you turn up for your expected event or get 

cancelled at the last minute. 
 
Be Safe / Stay Safe 

• There are lots of ways to be careful and stay safe: 
o Do not make any payment to anyone for any reason – a genuine 

approach or invite will not involve any financial exchange at any point 
during a trial. 

o Do not assume someone is an official scout or representing one of our 
clubs just because they say they are. 

o Ask for identification and check it closely. 
o Look closely at any uniform but do not assume that they are an official 

scout simply because they are wearing branded clothing. 
o Be very wary of any contact from someone claiming to be a scout or 

agent that comes via the internet, social media, online gaming or 
solely by phone. 

o Do not go anywhere with them or arrange to meet someone you do not 
know, especially if no-one knows where you are or where you are 
going. 

o Do not stay overnight (and especially in their own house) in the care of 
a scout; you should establish that travel and/or residential provision is 
safe and regulated by football authorities or statutory bodies. 

o Always take a parent with you / go with your child. 
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• Contact us at safeatcity@cityfootball.com to query an approach or if you 
suspect an individual, website or operation. We will help you stay safe. 

 
SAFEGUARDING PRIVACY NOTICE 

Use of Personal Information 

Introduction 
Established in 2013, City Football Group Limited owns shareholdings in a number of 
football-related entities across the world. These include professional football clubs, 
charitable foundations, academies, technical support and marketing companies. This 
Safeguarding Privacy Notice (“Privacy Notice”) is issued on behalf of City Football 
Group Limited and the companies in its group, so when we mention “CFG”, “we”, 
“our” or “the Group” in this Privacy Notice, we are referring to the relevant company 
in the Group responsible for processing your Personal Information. Further 
information on the organisations in which CFG has shareholdings can be found here 
on the Group's website. This site also provides further details on its Safeguarding 
policies and programmes which are applied across Group operations. 

When you submit information on this website, City Football Group Limited is the 
controller and responsible for this website. City Football Group Limited is a company 
registered in England and Wales with company registration number 8355862. 
Registered office: City Football HQ, 400 Ashton New Road, Manchester, England, M11 
4TQ. 

 
Our Privacy Notice sets out the ways in which we will handle your Personal 
Information, and informs you about your privacy rights and how the law protects you. 
This Privacy Notice aims to give you information on how we collect and process your 
personal data in connection with our safeguarding-related activities and practices 
across the Group (“Safeguarding Activities”). 

 
We take our ‘safeguarding’ responsibilities very seriously. Our Safeguarding 
Activities are designed to promote and protect the rights and well-being of children 
and other vulnerable people across our Group operations. In meeting our legal, 
regulatory and policy obligations, it is necessary to collect Personal Information 
relating to individuals, such as yourself (“you”, “your”), who come into contact or are 
otherwise connected with our Safeguarding Activities. As such, we also take the 
privacy, protection and processing of any Personal Information related to our 
Safeguarding Activity very seriously. 

In the fulfilment of our strategic safeguarding objectives, CFG has established its 
“SafeAtCity” framework which aims to facilitate our Safeguarding Activity across our 
operations. All our related safeguarding information and further information on our 
Safeguarding Activities can be found on this site. 

 
 
 
 
 

mailto:safeatcity@cityfootball.com
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Contact details 
Our Data Protection Officer can be contacted via DPO@cityfootball.com if you have 
any questions, would like to exercise any of your legal rights or you would like to 
make a complaint. 

 
Related documents 
It is important that you read this Privacy Notice together with any other Privacy 
Notice or fair processing notice we may provide on specific occasions when we are 
collecting or processing your Personal Information so that you are fully aware of how 
and why we are using your information. 

• This Privacy Notice supplements other notices and privacy policies and is not 
intended to override them. This Privacy Notice should be read in conjunction 
with the CFG Privacy Policy (click link to view: CFG Privacy Policy); 

• the CFG Safeguarding Strategy; and 

• the CFG Safeguarding Policy (click link to view: CFG Safeguarding Strategy), 
 
as well as local privacy notices pertaining to each CFG-related operation or 
subsidiary in the Group. 

What information do we collect about you? 
Personal data, or Personal Information, means any information about an individual 
from which that person can be identified (“Personal Information”). It does not include 
data where the identity has been removed. 

The Personal Information collected depends on the Safeguarding Activity and how 
an individual is involved or connected with such Safeguarding Activity. This may 
include: 

 
• personal details (including name and contact details) of any person who: 

o undertakes employment, volunteering or other work with a CFG-related 
entity; 

o takes part in an activity with us; 

o raises a concern about a child or other vulnerable person 
(including if a Safeguarding concern is submitted via the form we 
make available on our website); 

o is the subject of a safeguarding-related concern or complaint, 
including concerns that have arisen away from any of our activities 
but are disclosed during, or witnessed within, an activity with us; 
and 

o has had a safeguarding-related concern or complaint made against 
them; 

o is connected to a safeguarding-related concern or complaint. For 
example, if you are a parent or guardian of a child who is the subject 
of a safeguarding- related concern or complaint, or a police officer who 
attended an incident 

• criminal record check information (for job applicants, employees and others 
appointed to work with CFG) required to assess an individual’s suitability to 
work in a role with CFG and any information required to further assess 
suitability in relation to information disclosed through the check process; 

mailto:DPO@cityfootball.com
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• records of training (for employees and others appointed to work with CFG) 
such as qualifications or attendance on safeguarding-related training events; 

• details of the relationship to our Group and associated information, for 
instance, details of job role and manager, the program participated in, and the 
relationship to others involved in any safeguarding-related matter (e.g. father, 
mother, team- mate); 

• information related to an allegation or concern depending upon the nature 
of the allegation or concern, this could include a description of the behaviour or 
conduct (criminal or otherwise), activities undertaken in relation to any 
organisations within our Group, location and time of an incident, or other data 
which is relevant to the allegation or concern. This data may also include 
Personal Information contained in the statements provided by a witness, 
complainant or subject in the course of gathering information relating to a 
safeguarding concern; and 

• information related to special category data, such as health and especially 
where those are related to Safeguarding Activity. Whilst we don’t intend to 
process or collect such data, in some circumstances (particularly where 
information is submitted via our website), we acknowledge that we may collect 
such information 

 
Categories of persons concerned 
Through its Safeguarding Activity, the Group may process the Personal Information 
of any individual covered by the organisational safeguarding policies and 
Safeguarding Code of Conduct (please see our Safeguarding Policy for further 
information). These policies recognise state, federal/national and international law 
alongside the requirements of football or sports federations. 

As such it may be necessary to process Personal Information relating to any 
individual in direct or indirect contact with any of our participants or programmes, 
including, but not limited to: 

 
• members of the CFG workforce and any other worker subject to the CFG 

Safeguarding Policy and/or Code of Conduct; 
• individuals employed or deployed through a partner or third party involved in 

the delivery of a CFG-related activity; 
• participants on any CFG-related programme (e.g. Academy players), 

including participants from other clubs or activity programmes who are in 
direct contact with CFG participants (e.g. the match opposition); 

• individuals attending match day activities, other events managed by or 
involving CFG or an organisation within our Group; 

• any individual involved in any activity delivered in partnership with CFG or any 
organisation within our Group by or through a partner organisation, contractor 
or commissioned service parents/guardians; and/or 
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• other persons with care or supervision responsibilities (such as parents, 
carers, siblings, agents, chaperones) to those listed above. 

How is your Personal Information collected? 
 
We may receive and/or collect your Personal Information through a variety of 
different methods, including through: 

 
• Direct interactions: you may give us your name and contact details by filling in 

a form our website, or by liaising or corresponding with us (either in-person, 
on the phone, via email or otherwise); 

• Third parties: given the nature of Safeguarding Activities, we may receive your 
Personal Information from a variety of sources: 

• an individual or third party may submit a Safeguarding concern or complaint 
which references or identifies you (either directly or indirectly); 

• your parent or guardian or other individuals with care or supervision 
responsibilities may provide us with Personal Information relating to you; 

• Third Parties or Partners we work with may provide us with your Personal 
Information (for example, if a Safeguarding incident occurred in the delivery of 
a CFG-related activity) 

• External agencies: we may also receive your Personal Information from 
external agencies, such as the police, school or child protective services. 

• Technical information, including the Internet protocol (IP) address used to 
connect your device to the Internet, your login information, browser type and 
version, time zone setting, browser plug-in types and versions, operating 
system and platform. 

• We may also receive your Personal Information from other organisations 
within our Group. 

We will tell you at the time we collect your Personal Information if it is a statutory 
requirement for you to provide such information to us. 

 
Purposes for which your Personal Information may be processed 
We will only use your Personal Information when the law allows us to. Most 
commonly, we will use your Personal Information in the following circumstances: 

 
• Where we need to comply with a legal obligation. 
• Where is it necessary for our legitimate interests. 

 
We will use your Personal Information for purposes relating to our Safeguarding 
Activity, and in particular, for the following purposes: 

 
• to implement and enforce policies relating to pre-recruitment checks (for job 

applicants, employees and others appointed to work with CFG), receiving and 
reviewing concerns or allegations or reports of Safeguarding incidents, and 
taking any necessary action to protect the rights and well-being of children or 
other vulnerable people and to prevent abuse and poor practice; 
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• to operate and administer our systems and procedures, including the retention 
of Personal Information from our Safeguarding Activity, in support of our 
Safeguarding Policy and allow external monitors to ratify our compliance with 
legal and regulatory obligations; 

• enable us to act on, track and monitor any safeguarding-related concerns or 
complaints reported to us; and 

• to share information with other agencies involved in the protection of children, 
or other vulnerable people, where we are obliged to do so under law and/or in 
order to protect the rights and well-being of these. 

It is necessary for our legitimate interests and in the legitimate interests of others for 
us to: 

• promote and protect the rights and wellbeing of children and other vulnerable 
people; 

• perform and undertake Safeguarding Activity which is carried out in the best 
interests of children and other vulnerable people (in line with the principles set 
out in the United Nations Convention and UK legislation); and 

• enhance public trust and confidence in the Group and enable us to continue 
to maintain high standards and procedures to ensure individuals are 
appropriately protected from a Safeguarding perspective. 

We may also anonymise and aggregate your Personal Information, for the purpose 
of undertaking analytics. It is necessary for our legitimate interests to be able to 
identify trends and improve and develop our Safeguarding Activities. This information 
will not identify you in any way. 

 
Disclosure and sharing of Personal Information 

We may share your Personal Information in safeguarding-related circumstances 
where: 

• there is a serious risk of harm to you; 

• there are concerns that another child, or other vulnerable person, is at risk of 
or is experiencing abuse, harassment, bullying or neglect; 

• for the prevention or detection of crime or serious misconduct; or 
• where any legislation or regulation requires us to share your Personal 

Information. 
 
Where required by law or regulation related to Safeguarding Activity, your Personal 
Information may be disclosed by us to other agencies, including but not limited to: 

• Police or other law enforcement agencies; 
• Children’s Social Care / Protective Services; 
• Adults Social Care / Protective Services; 
• Football federation / regulators; 
• Sport integrity regulators; 
• Charity regulators; 
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• Care regulators; and 

• Medical regulators. 
 
Personal Information may be shared within our Group where there is a Legitimate 
Interest to do so in relation to local Safeguarding requirements. If your Personal 
Information is shared with CFG, then this Privacy Notice will also apply to CFG’s 
processing of your Personal Information. 

Personal Information may be shared with CFG-commissioned external advisers who 
are used to investigate or review information relating to Safeguarding Activity. Where 
this situation arises, those advisers will be required, under contract, to apply the CFG 
information security and data privacy policies. 

 
We also share your Personal Information with our third-party software providers. Any 
such provider is subject to data protection and data security requirements in the 
territories in which it operates. Further information on those providers is available 
upon request. 

International transfer and storage 
Due to the global nature of its business operations and thus the subsequent need to 
co-ordinate global Safeguarding Activity, we may need to store or use your Personal 
Information in a country other than the one in which you reside or the CFG-related 
activity you are involved in is carried out. This is because our technical systems store 
these data on ‘cloud’ services that may be located, or need to process or store data, 
overseas. Currently the countries/regions in which we store Personal Information 
include: 

 
• Australia; 
• European Economic Area; 
• United Kingdom; and 

• United States. 
 
Whenever we transfer your personal data out of the UK, we ensure a similar degree 
of protection is afforded to it by ensuring at least one of the following safeguards is 
implemented: 

 
• We will only transfer your personal data to countries that have been deemed 

to provide an adequate level of protection for personal data. 
• Model contract clauses governing the transfer, as approved by the ICO. 

For more information, please contact us. 

Will your Personal Information be used for profiling and automated decision- 
making? 
We will not use your Personal Information to undertake any profiling or automated 
decision-making. We will update this Privacy Notice to let you know if this changes. 
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Your rights with respect to your Personal Information 
The following rights are generally applicable to individuals whose Personal 
Information we process in relation to our Safeguarding Activities. These rights are 
also subject to the legislation applicable to the organisation and individual and the 
country where that Personal Information is collected, stored or processed and the 
country where the organisation or individual resides. 

 
Right of access to your Personal Information: You have the right to seek information 
about your Personal Information (the categories of information, the purpose for which 
it is collected and the third parties or categories of third parties to which it is 
transferred), to obtain confirmation of whether or not your Personal Information is 
being processed, and to receive a copy of the relevant Personal Information in a 
readily intelligible format within a reasonable timeframe. 

Right to rectification of your Personal Information: Personal Information processed 
by CFG shall be accurate, complete and kept up to date. Where CFG affirmatively 
knows that the Personal Information that it is processing is inaccurate or incomplete, 
CFG shall, as appropriate, rectify, amend, complete, update or delete the relevant 
Personal Information as soon as possible. Where appropriate, if the Personal 
Information in question has been disclosed to a third party that is known or believed 
to continue to process the Personal Information, the third party shall be informed of 
the change as soon as possible. 

 
Right to request the deletion of your Personal Information: You can request the 
deletion of your Personal Information when required by law, that is when the 
information is outdated, incorrect, or when its collection, recording, transfer or 
retention is prohibited by law. 

Right to object to the processing of your Personal Information: You have the right to 
object to the processing of your Personal Information for legitimate reasons, unless it 
is necessary for CFG to fulfil obligations and responsibilities arising under the 
regulation, rules or policies of local or international football authorities, or to fulfil its 
obligations under applicable laws or regulation. 

 
Right to initiate a complaint: You understand that you shall be entitled to initiate a 
complaint where you believe that CFG is not complying with applicable law 
regulation or internal policy. 

 
Complaints, questions and requests should be submitted to the CFG Data Protection 
Officer who can be contacted via DPO@cityfootball.com. 

City Football Group is registered with the Information Commissioners Office in the 
UK. 

 
You have a right to complain to the UK Information Commissioner's Office by writing 
to them at Wycliffe House, Water Lane, Wilmslow, Cheshire SK9 5AF, or by 
telephone 0303 123 1113. More information is available on the ICO's 

mailto:DPO@cityfootball.com
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website https://www.ico.org.uk. However, we would appreciate the chance to deal 
with your concerns before you approach the ICO so please contact us in the first 
instance. 

 
You also have a right to complain to your local statutory data privacy authority should 
the Personal Information processed by CFG have originated from a source outside 
of the UK (e.g. through a CFG subsidiary). 

 
Security 
We will at all times protect your Personal Information by applying all necessary 
security safeguards, including physical, organisational, technical, environmental and 
other measures to prevent the loss, theft or unauthorised access, destruction, use, 
modification or unauthorised disclosure (including disclosure made via electronic 
network) of the Personal Information as far as is technically possible. 

 
When we disclose your Personal Information to third party agents in connection with 
our Safeguarding Activity, we will take all reasonable steps to ensure that such Third 
Parties use the Personal Information for legitimate purposes in accordance with the 
laws of the country in question and with an adequate level of security. 

How long will you keep my information? 
We will ensure that your Personal Information is only retained for as long as is 
necessary to fulfil its obligations under our Safeguarding Policy or where otherwise 
required by applicable law, regulation or related processes. 

 
Each CFG-related entity will retain Personal Information in accordance with local 
obligations. Whilst much Personal Information processed for the purposes of 
Safeguarding Activity may be sensitive in nature, we may be required to retain the 
Personal Information for significant periods of time. [For example: where information 
is retained for allegations, concerns or incidents that relate to children or other 
vulnerable people and in particular those who are in residential provisions, that 
Personal Information collected may need to be retained for 70 years or more in 
accordance with legal or regulatory requirements]. 

Once your Personal Information no longer serves the above purposes, it will be 
deleted, destroyed or permanently anonymised. 

Changes to the Privacy Notice 

We keep our Privacy Notice under regular review. This version was last updated in 
January 2024. 

It is important that the Personal Information we hold about you is accurate and 
current. Please inform us if your Personal Information changes. 

http://www.ico.org.uk/
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